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SPOTLIGHT ON SAFE T Y

In Part 1, three key questions were proposed that should 
be considered in assessing process safety program perfor-

mance (1). The first question — What is the current level of 
process safety performance? — requires that performance be 
assessed in terms of meeting process system requirements 
and goals, including prevention of serious incidents and day-
to-day effectiveness in managing process hazards. Current 
performance, which may be good or poor, is used to help set 
priorities for maintaining or improving performance. 
 The second question — Will performance in the future 
be better, about the same, or worse? — anticipates the 
future direction of performance. Without continued atten-
tion and resources, process safety programs will likely 
degrade over time due to complacency, competing priori-
ties, and/or poor measurement and follow-up on perfor-
mance issues — at least until a significant incident or other 
event occurs that triggers a program reassessment. This 
leads to the third question: What can be done to achieve or 
maintain excellent performance?
 The answer to this question of course depends on what 
process hazards are present, current performance levels,  
and process safety program goals. Some approaches to 
consider include (2):
 • Ensure all process hazards have been identified and 
review current risk management practices to determine 
if process risks are being properly evaluated. If process 
hazards are not properly identified and evaluated, appropri-
ate process safety programs cannot be developed to manage 
these hazards.
 • Manage process safety programs based on the process 
hazards that are present, in addition to compliance with 
related regulatory requirements (3, 4). Regulatory require-
ments should be considered minimum essential practices, 
and additional requirements should be implemented based 
on risk management evaluations, as nganization as 
part of a strong safety culture.
 • Provide strategies to maintain a sense of vulnerability 
in personnel at all levels. Lack of a sense of vulnerability 
can cause complacency, especially when performance has 


